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Three Transformation Killers

● Frameworks

● Impersonal

● Mental Models



You can’t Lean, Agile, SAFE or 
Devops your way around a bad 

organizational culture.

Frameworks



Impersonal

Whenever we're talking about any 
kind of change or improvement 
you are counting on a bunch of 
human beings to change and 

make this happen.  If they haven't 
been part of figuring out how to 
do it, the change efforts will be  

dead-on-arrival.



8

Mental Models



Approaches



Starts with a generalized theory and uses 
correlation to draw specific conclusions

Deductive

Numerical

Impersonal

Closed-ended
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Industry Doctrine (Quantitative)

● Lead Time

● Deployment Frequency

● Change Fail Rate

● Time to Restore
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How often do you deploy code?

❏ More than six months

❏ Between one per month and every six months

❏ Between once per week and once per month

❏ Between once per day and once per week

❏ Between once per hour and once per day

❏ On demand
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Industry Doctrine (Quantitative)

● Pro’s

○ Easier to Administer

○ More Data

○ Objective

○ Scientific Method

● Con’s

○ Impersonal

○ Closed-ended

○ Theoretical

○ Context



Moves away from the theory driving the data 
to an approach where the data drives the 
theory.

Abductive

Categorical 

Interpersonal

Open-ended
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Industry Doctrine (Qualitative)

● Visibility

● Consistency

● Capacity

● Toil
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What is the audit process like in your 
organization?

Person1:  They are terrible because they waste a lot of time. 

Person2:  They waste around 30 days a year.

Person 3:  We don’t tell auditors things they don’t already know because it will 

open up a number of new questions.
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Industry Doctrine (Quantitative)

● Pro’s

○ Empirical

○ Open Ended

○ Combinatorial

● Con’s

○ Harder to Administer

○ Less Data 

○ Subjective
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Qualitative Data Analysis Process

Grounded theory 

A systematic methodology involving the construction of 

theories through methodical gathering and analysis of data. 

This research methodology uses inductive reasoning, in 

contrast to the deductive model of the scientific method.



Grounded Theory

Qualitative
Data

Coding Methodology Model

Codes Concepts Categories Theory

Validate
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Qualitative Data Analysis Process

Approach

 

● Codes - Key observations of the data to be gathered

● Concepts - A grouping of similar codes with field notes

● Categories - Concepts that make up the basis of a theory

● Theory - Collection of categories that make up a theory.
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Grounded Theory Example

● Code 

○ Audits typically take about 30 days a year and they consume a lot of 

wasted time.

● Concept

○ Audits are Inefficient

● Category

○ Risk

● Theory

○ Automated Governance 
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Industry Doctrine (7 Deadly Sins)

1. Visible Work

2. Management System Toil

3. Misaligned Incentives

4. Knowledge Alignment

5. Organizational Design

6. Complex Systems

7. Security and Compliance 



Assessment
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Logistics (Assets)

● 10 to 30 Meetings

● 100 to 300 Attendees 

● 1000 to 3000 Minutes 

● 20 to 50  Documents



Analysis



Analyze Phase 1 - Artifacts



Analyze Phase 1



Analyze Phase 1 - Coding



Qualitative Data Analysis 



Analysis Phase 2 - Creative Coding 



Report



Theory - Top Three Areas of Concern

• Consistency

• Funding

• Toil



Thematic Observations

1. Trust

2. Lead Time

3. Active Projects

4. Clarity

5. Funding



35

Economic Impact

 Waste: 

 Possibly >30% (on a 500m budget) $150M wasted 

on general processing.

 Consistency:

 Another 10% to 15% on lost opportunity cost (low 

or no automation) $50m to $75M

 Risk:

 Negative Risk ROI.
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Modern Operations

● SRE

● Dojo

● Automation

● Platform Engineering

● Chaos Engineering

● Skills Liquidity 
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DevSecOps

● Trusted Software Supply Chain

● Automated Governance

● Automated Cloud Governance 
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Design Leadership

● Five Elements Assessment 

● Value Stream Mapping

● Value Chain Mapping

● Three Economies  

● Team Topologies

● Safe to Fail



Areas of Concern (Categories)



Transformation



Transformation Opportunities

1. Taxonomy and Models

2. Roles and Responsibilities

3. Platform Transition

4. Metrics

5. Automation

6. Skills Liquidity 

7. Safe to Fail



1 - Taxonomy and Models

• DevOps Taxonomy

• DevOps Models

• SRE Taxonomy

• SRE Models



2 - Roles and Responsibilities

• Development

• Product

• Operations

• Architecture

• Leadership



Five Elements

Leadership

Architecture

Development

Product

Operations

Engineering

Design

ScaleDifferentiation



3 - Platform Transition

• Project to Product
• Product to Service
• Service to Platform
• Change Management 



Platform Transformation

Project
to

Product

Product 
Focus

Model
Focus

Product
to

Service

Platform
as

Interface

Infrastructure
Scale

Operations

Three
Economies

SRE and
Automation



The Three Economies



Platform by Design
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Kubernetes

Platform

Differentiation Economy
(Container Experience)
 Platform as a Service 

OpenShift 4

Scope Economy
(Service Experience)

 Platform as an Interface 

AUTOMATED OPERATIONS

ENTERPRISE KUBERNETES

SECURE HYBRID CLOUD  

CLUSTER
SERVICES

APP 
SERVICES

DEV
SERVICES



4 - Metrics

• Common Devops Metrics

• Lead Time

• Deploys

• MTTR

• Change Success

• Advanced Devops Metrics

•  Flow Metrics

• Change failure rate by team

• Change failure rate by work type 
(standard, normal, templated)



5 - Automation

• Infrastructure

• Deployment

• Containers

• Orchestration

• Security

• Test Automation

• Deployment Strategies 



The Trusted Software Supply Chain
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TRUSTED
CODE
REPOS

CCB 
RAPID
ATO

OPENSHIFT
SOFTWARE FACTORY

• Che
• Github

• 
Cucumber
• Junit

• Sonarqube
• Fortify

• AtomicScan
• Anchore
• Twistlock

AUTOMATED
QUALITY

REQ

• Jira

DEV UNIT
TEST

CODE
QUAL

SEC
SCAN

INT
TEST

QA
UAT

PROD

• Sysdig
• EFK
CM CS

Service Mesh



● Objectives

● Shorten Audit Time
● Increase Audit Efficacy  
● Reduce CAB Activity

Devops Automated Goverance 



 Reduce Audit Time

 Increase Audit Efficacy

 Shorten Feedback Loops

 Local Authority 

 Minimize Handoffs 

 Enable Trust
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DevOps Automated Governance 

Enforce and 
Audit Policy

Block critical 
vulnerabilities

Block 
misconfigured 
infrastructure

Safe Cloud 
Usage



6 - Skills Liquidity

• Induction

• Mentoring 

• Badging

• UpSkilling Teams

• Dojo

• Hackathons

• Internal Devopsdays



7 - Safe to Fail

• Incident Analysis
• Psychological Safety
• Resilience Engineering 
• Blameless Postmortems
• Continuous Verification 



Thank You!

jwillis@redhat.com


